
 
 

You need to access “Local Rules” under the “Network Protection” tab and go to “Add New Rule” 

 



 
 

Put the “Description” as DC++ # and move on to the “Protocol” tab. 



 
 

For the “Protocol” select “TCP UDP ALL” and on the “Access” option select “Prevent” to block connections or the appropriate as needed 

move on the “My Computer” tab. 



 
 

Now select “DCPlusPlus(DC++)” under “Application: By ID”. 

 

 



 
You need to set up 3 IP range blocks to completely block external connections and still allow connections from on campus and your connection 

to the hub itself 

For “Remote Computer(s)”, under “Remote IP Address” select “>> >> Specify Directly …” and in the box opened select “Range” 

followed by the beginning IP address and ending IP address and click update.  

 

Your first IP range should start at “1.0.0.0” and end at “127.0.0.0”, as above. 

 

 



 
 

You then need to set up another block, using the same steps as before, for the 2
nd

 Range from “127.0.0.2” to “137.205.0.0” 

 

 

 

 

 

 



 
 

And the same for the final range from “137.206.0.0” to “255.255.255.255” 

 

YOU ARE NOW DONE! 


