
Run “DC++” on your computer and then open “CA Personal Firewall”. You will need 
to allow “DCPlusPlus.exe” by right-clicking on it and selecting “Allow”.



Select “DCPlusPlus.exe” and click on “Edit”.



Step1: Name and Enable the rule. Set Protocol & Port as “Specify Directly”, Access as 
“Prevent”, Protocol as “TCP and UDP” and Direction as “In/Out”.



Step 2: Nothing modified in “My Computer” tab.



Step 3: Under Remote Computer select IP Address as “Specify Directly” and the first 
range should start at “1.0.0.0” and end at “127.0.0.0”



Step 4: No changes under Restrictions, and click OK.



Follow Step 1 and Step 2 as above and the second range should start at “127.0.0.2” and 
end at “137.205.0.0”



Follow Step 1 and Step 2 as above and the second range should start at “137.205.140.0” 
and end at “255.255.255.255”



To make a rule to allow connections to ResNet. 



To make a rule to allow connections to ResNet.

Finally, you must restart the CA Security centre before any of these rules actually take 
effect.


